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CoreTIS Frontend Requirements

Component CoreTIS Offline
PROCESSOR 3Core

MEMORY 6GB

STORAGE 25GB

NIC 1GB Ethernet or higher

CoreTIS Backend Requirements

Component CoreTIS Offline
PROCESSOR 5Core
MEMORY 8GB
STORAGE 50GB
NIC 1GB Ethernet or higher
‘1 CoreTIS Database Requirements
a? :
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w PROCESSOR 5Core
=
E MEMORY 8GB
[TH STORAGE 200GB
o)
NIC 1GB Ethernet or higher

CoreTIS MessageBroker Requirements

Component CoreTIS Offline
PROCESSOR 3Core

MEMORY 4GB

STORAGE 25GB

NIC 1GB Ethernet or higher

CoreTIS Objectstore Requirements

Component CoreTIS Offline
PROCESSOR 3Core

MEMORY 4GB

STORAGE 50GB

NIC 1GB Ethernet or higher
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